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	Reason for change:
	SRVCC to 3G is supported in 3GPP Release 16 for the voice component of PS bearers as defined in 3GPP TS 23.216. After 5G SRVCC to UTRAN, all the PDU sessions of the UE are released, see S2-1900843. The AF shall get an indication that a PS to CS handover occurred. This allows the application to hold the session for a certain duration based on the new indication.

TS 23.203 (A.4.3.2.3) defined the PS to CS handover notification to AF:
The AF instructions to report loss of transmission resources will result in a notification from the PCRF that may include an indication that the transmission resources are lost due to PS to CS handover.
NOTE:      The AF action up to notification of termination of transmission resources due to PS to CS handover is application specific. IMS interprets that the PS to CS handover notification as SRVCC.
TS 29.214 (5.3.1) defined PS_TO_CS_HANDOVER as a cause value of an abort session request:
[bookmark: _Toc20392817]5.3.1    Abort-Cause AVP
The Abort-Cause AVP (AVP code 500) is of type Enumerated, and determines the cause of an abort session request (ASR) or of a RAR indicating a bearer release. The following values are defined:
…
         PS_TO_CS_HANDOVER (3)
                This value is used when the bearer has been deactivated due to PS to CS handover.
…
The eIMS5G_SBA stutdy concluded that “IMS can utilize the services of the PCF as a AF using existing Npcf services.”, thus the notification of PS to CS handover should also be supported at N5.
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Add description that the PCF shall upon indication of PCC rule removal due to PS to CS handover notify the AF that the associated flows are no longer served by the PS-domain due to PS to CS handover.
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FIRST CHANGE
[bookmark: _Toc19197266][bookmark: _Toc19197362]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "Technical Specification Group Services and System Aspects; System Architecture for the 5G System".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 23.203: "Policies and Charging control architecture; Stage 2".
[5]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
[6]	3GPP TS 23.179: "Functional architecture and information flows to support mission-critical communication service; Stage 2".
[7]	3GPP TS 23.335: "User Data Convergence (UDC); Technical realization and information flows; Stage 2".
[8]	3GPP TS 32.240: "Charging management; Charging architecture and principles".
[9]	3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".
[10]	3GPP TS 23.161: "Network-Based IP Flow Mobility (NBIFOM); Stage 2".
[11]	3GPP TS 23.261: "IP flow mobility and seamless Wireless Local Area Network (WLAN) offload; Stage 2".
[12]	3GPP TS 23.167: "3rd Generation Partnership Project; Technical Specification Group Services and Systems Aspects; IP Multimedia Subsystem (IMS) emergency sessions".
[bookmark: _Hlk494379414][13]	3GPP TS 29.507: "Access and Mobility Policy Control Service; Stage 3".
[14]	Void.
[15]	3GPP TS 22.011: "Service Accessibility".
[16]	3GPP TS 23.221: "Architectural requirements".
[17]	3GPP TS 29.551: "5G System; Packet Flow Description Management Service; Stage 3".
[18]	3GPP TS 32.421: "Telecommunication management; Subscriber and equipment trace; Trace concepts and requirements".
[19]	3GPP TS 24.526: "UE Equipment (UE) policies for 5G System (5GS); Stage 3".
[20]	3GPP TS 32.291: "Charging management; 5G system, Charging service; stage 3".
[21]	3GPP TS 32.255: "Telecommunication management; Charging management; 5G Data connectivity domain charging; Stage 2".
[22]	3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[23]	3GPP TS 23.280: "Common functional architecture to support mission critical services; Stage 2".
[24]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[25]	3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC); Stage 2".
[26]	3GPP TS 23.272: "Circuit Switched (CS) fallback in Evolved Packet System (EPS); Stage 2".
[27]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)".
[28]	3GPP TS 23.287: "Architecture enhancements for 5G System (5GS) to support Vehicle-to-Everything (V2X) services".
[xx]	3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[yy]	3GPP TS 24.237: "IP Multimedia (IM) Core Network (CN) subsystem IP Multimedia Subsystem (IMS) Service Continuity; Stage 3".

NEXT CHANGE
6.2.1.1	General
The PCF provides the following session management related functionality:
-	Policy and charging control for a service data flows;
-	PDU Session related policy control;
-	PDU Session event reporting to the AF.
The PCF provides authorized QoS for a service data flow.
The PCF uses the service information received from the AF (e.g. SDP information or other available application information) and/or the subscription information received from the UDR to calculate the proper QoS authorization (QoS class identifier, bitrates). The PCF may also take into account the requested QoS received from the SMF via N7 interface.
NOTE 1:	The PCF provides always the maximum values for the authorized QoS even if the requested QoS is lower than what can be authorized.
The Authorization of QoS resources shall be based on complete service information unless the PCF is required to perform the authorization of QoS resources based on incomplete service information. The PCF shall after receiving the complete service information, update the affected PCC rules accordingly.
At reception of the service information from the AF, if configured through policy, the PCF determines the Maximum Packet Loss Rate for UL and DL based on the service information e.g. codec and sends it to SMF along with the PCC rule.
NOTE 2:	Based on local configuration, the PCF sets the Maximum Packet Loss Rate (UL, DL) corresponding to either the most robust codec mode or the least robust codec mode of the negotiated set in each direction.
NOTE 3:	Details for setting the Maximum Packet Loss Rate are specified by SA4.
The PCF supports usage monitoring control for a PDU Session or per Monitoring Key.
The PCF may receive information about total allowed usage per DNN and S-NSSAI combination and UE from the UDR, i.e. the overall amount of allowed resources (based either on traffic volume and/or traffic time) that are to be monitored for the PDN connections of a user. In addition, information about total allowed usage for Monitoring key(s) per DNN and S-NSSAI combination and UE may also be received from the UDR. For the purpose of usage monitoring per access type, the PCF receives an individual Monitoring key per access type from UDR.
For the purpose of usage monitoring control the PCF shall request the Usage report trigger and provide the necessary usage threshold(s), either volume threshold, time threshold, or both volume threshold and time threshold, upon which the requested node (SMF) shall report to the PCF. The PCF shall decide if and when to activate usage monitoring to the SMF.
The PCF may provide a Monitoring time to the SMF for the Monitoring keys(s) and optionally specify a subsequent threshold value for the usage after the Monitoring time.
If the SMF reports usage before the Monitoring time is reached, the Monitoring time is not retained by the SMF. Therefore, the PCF may again provide a Monitoring time and optionally the subsequent threshold value for the usage after the Monitoring time in the response.
It shall be possible for the PCF to request a usage report from the requested node (SMF).
NOTE 4:	The PCF ensures that the number of requests/following policy decisions provided over N7 reference point do not cause excessive signalling load by e.g. assigning the same time for the report only for a preconfigured number of PDU sessions.
Once the PCF receives a usage report from the requested node (SMF) the PCF shall deduct the value of the usage report from the totally allowed usage for that DNN and S-NSSAI combination and UE (in case usage per PDU session is reported). If usage is reported from the SMF, the PCF shall deduct the value of the usage report from the totally allowed usage for individual Monitoring key(s) for that DNN and S-NSSAI combination and UE (in case of usage for one or several Monitoring keys is reported).
NOTE 5:	The PCF maintains usage thresholds for each Monitoring key and PDU session that is active for a certain DNN and S-NSSAI combination and UE. Updating the total allowanced usage after the SMF reporting, minimizes the risk of exceeding the usage allowance.
If the SMF reports usage for a certain Monitoring key and if monitoring shall continue for that Monitoring key then the PCF shall provide new threshold value(s) in the response to the SMF respectively. If Monitoring time and subsequent threshold value are used then the PCF provides them to the SMF as well.
The PCF may provide a new volume threshold and/or a new time threshold to the SMF, the new threshold values overrides the existing threshold values in the SMF.
If monitoring shall no longer continue for that Monitoring key, then the PCF shall not provide a new threshold in the response to the SMF.
If all PDU session of a user to the same DNN and S-NSSAI combination is terminated, the PCF shall store the remaining allowed usage, i.e. the information about the remaining overall amount of resources, in the UDR.
The PCF may authorise an application service provider to request specific PCC decisions (e.g. authorisation to request sponsored IP flows, authorisation to request QoS resources) based on sponsored data connectivity profile from the UDR. For sponsored data connectivity, the PCF may receive a usage threshold from the AF. If the AF specifies a usage threshold, the PCF shall use the Sponsor Identity to construct a Monitoring key for monitoring the volume, time, or both volume and time of user plane traffic, and invoke usage monitoring on the SMF. The PCF shall notify the AF when the SMF reports that a usage threshold for the Monitoring key is reached provided that the AF requests to be notified for this event, as described in clause 6.1.3.18. If the usage threshold is reached, the AF may terminate the AF session or provide a new usage threshold to the PCF. Alternatively, the AF may allow the session to continue without specifying a usage threshold. If the AF decides to allow the session to continue without specifying a usage threshold, then monitoring in the SMF shall be discontinued for that monitoring key by the PCF, unless there are other reasons for continuing the monitoring.
If the H-PCF detects that the UE is accessing the sponsored data connectivity in the roaming scenario with home routed access, it may allow the sponsored data connectivity in the service authorization request, reject the service authorization request, or initiate the AF session termination based on home operator policy.
NOTE 6:	Sponsored data connectivity is not supported in the roaming with visited access scenario in this Release.
If the AF revokes the service information and the AF has notified previously a usage threshold to the PCF, the PCF shall report the usage up to the time of the revocation of service authorization.
If the PDU session terminates and the AF has specified a usage threshold then the PCF shall notify the AF of the accumulated usage (i.e. either volume, or time, or both volume and time) of user plane traffic since the last usage report.
The PCF reports PDU Session events, e.g. Access Type, RAT Type (if applicable), Access Network Information, PLMN identifier where the UE is located, as described in clause 6.1.3.18.
The subscription and reporting of events when the target for reporting is an Internal Group Identifier or any UE accessing a combination of (DNN, S-NSSAI), is described in clause 5.2.5.7 of TS 23.502 [3]. The events that can be reported by the PCF are described in clause 6.1.3.18.
The subscription and reporting of events targeting an individual UE IP address (IPv4 address or IPv6 prefix) and optionally the DN information are described below. The events that can be reported by the PCF are described in clause 6.1.3.18.
The PCF may ensure that the sum of the packet filters used by all PCC rules which trigger the generation of signalled QoS rules does not exceed the number of supported packet filters for signalled QoS rules indicated by the UE for the PDU Session (as defined in clause 5.7.5.1 of TS 23.501 [2]).
For EPC IWK, when PCF receives from the SMF of the report on UE resumed from suspend state, the PCF may provision PCC Rules to the SMF to trigger an IP-CAN Session modification procedure.
The PCF may provide the IP index as the PDU session related policy to the SMF for IP address/Prefix allocation at SM Policy Association Establishment. If PCF receives from the SMF an allocated IP address/Prefix for the PDU session, it shall not include IP Index into the PDU session related policy. The PCF provides the following non-session management related functionality:
-	Access and mobility related policy control (as described in clause 6.1.2.1);
-	UE access selection and PDU Session selection related policy control (as described in clause 6.1.2.2);
-	Negotiation for future background data transfer (as described in clause 6.1.2.4).
On receiving the DN Authorization Profile Index provided by the SMF at the establishment or modification of the SM Policy Association for a PDU session, the PCF takes the DN Authorization Profile Index as input for a policy decision and then obtains the list of PCC Rules (as defined in clause 6.3) and/or PDU Session related policy (as defined in clause 6.4) and provides them to the SMF as part of the Session Management Policy Control Data for enforcement.
On receiving the Session AMBR provided by the SMF at the establishment or modification of the SM Policy Association for a PDU session under the conditions defined in TS 23.501 [2] clause 5.6.6, the PCF provides the Authorized Session AMBR as part of the PDU session policy control information defined in clause 6.4.
[bookmark: _Hlk22154507][bookmark: _Hlk21091146]When the PCF detects that all PCC rules related to an AF session are removed, the PCF shall request the AF to terminate the AF session. If the SMF indicated that the PCC rules were removeddue to PS to CS handover, the PCF shall indicate to the AF within the request to terminate the AF session that the associated flows are no longer served due to PS to CS handover.

NEXT CHANGE

[bookmark: _Toc19197376]6.2.3	Application Function (AF)
The AF functional description in clause 6.2.3 of TS 23.203 [4] applies with the following clarifications:
-	the mechanism for an AF to select a PCF associated to a PDU Session is described in clause 6.1.1.2 of the present specification
-	the mechanism for RAN user plane congestion mitigation is not specified in this release and as a consequence will not trigger a re-try interval in the interaction between PCF and the AF.
-	In case of private IP address being used for the end user, the AF may send additional DN information (e.g. DNN). This information is used by the PCF for session binding, and it is also used to help selecting the correct PCF
In addition to the functionality described in clause 6.2.3 of TS 23.203 [4] the AF may contact the PCF via the NEF following the same functional description as when the AF contacts the PCRF via the SCEF described in TS 23.203 [4].
The AF may subscribe in the PCF to receive notifications when the QoS targets can no longer (or can again) be fulfilled for a particular media flow. At the time the PCF gets notified that the GFBR can no longer (or can again) be guaranteed for a PCC rule, the PCF notifies to the AF the affected media and provides the indication that the QoS targets can no longer (or can again) be fulfilled. The AF behaviour is out of the scope of this TS.
NOTE 1:	AF subscription to notifications that QoS targets can no longer (or can again) be fulfilled which results in the setting of the QoS Notification Control in the PCC rule is only applicable to applications being able to adapt to the change of QoS (e.g. rate adaptation) for GBR flows.
To support sponsored data connectivity the AF may provide the PCF with the sponsored data connectivity information, including optionally a usage threshold, as specified in clause 6.2.1.1. The AF may request the PCF to report events related to sponsored data connectivity.
NOTE 2:	Annex N in TS 23.203 [4] describes the scenario for sponsored data connectivity.
The AF may receive a request to terminate an AF session. The PCF may include an indication that the transmission resources are lost due to PS to CS handover.
NOTE 3:	The AF action upon reception of the indication that the transmission resources are lost due to PS to CS handover is application specific. The IMS uses the indication to prevent a termination of an ongoing session as specified in 3GPP TS 24.229 [xx] and 3GPP TS 24.237 [yy].
END OF CHANGES

